Правила защиты от мошенников!  
Для защиты от мошенников необходимо помнить следующее:  
- Должностные лица правоохранительных органов (МВД, ФСБ,  
прокуратуры, Следственного комитета), Центрального банка РФ,  
представители операторов связи (МТС, Мегафон, Билайн, Теле2 и другие) не осуществляют звонки и видеозвонки гражданам через мессенджеры. В случае поступления подобных звонков необходимо прекратить разговор, сообщить о нём в полицию, произвести блокировку неизвестного номера;  
- Должностные лица правоохранительных органов (МВД, ФСБ,  
прокуратуры, Следственного комитета), Центрального банка РФ,  
представители операторов связи не запрашивают персональные цифровые коды и иные персональные данные, так как это является личной информацией гражданина и не подлежит передаче третьим лицам;  
- Должностные лица правоохранительных органов (МВД, ФСБ,  
прокуратуры, Следственного комитета), Центрального банка РФ,  
представители операторов связи не требуют перевода личных или кредитных денежных средств на какие-либо счета. Если такие требования поступили, Вы разговариваете с преступником. Прервите разговор немедленно;  
- Должностные лица правоохранительных органов (МВД, ФСБ,  
прокуратуры, Следственного комитета), Центрального банка РФ, не проводят по телефону мероприятий с участием граждан по изобличению преступников.

Типичные фразы мошенников:  
«Продиктуйте пароль из CMC»;  
«На вашу карту пришел крупный денежный перевод»;  
«Назовите данные банковской карты»;  
«На вашей карте замечена подозрительная активность»;  
«Ваша сим-карта была заблокирована»;  
«Это служба безопасности банка. С вашего счета списали деньги»;  
«Это сотрудник полиции, ФСБ. Переведите свои деньги на безопасный  
счет».